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EMPLOYMENT POLICY
It is the Association's policy to attract locally based persons in its area of operation and to achieve this the local media is the main advertising channel.

In order to ensure equal opportunity, those applicants without experience but who meet the person specification for the particular post will not be disregarded as training will be provided.

All staff are appraised annually to identify training needs, assess performance and determine merit awards.

All employees are treated equally and have the same basic terms and conditions and disciplinary rules and grievance procedures, irrelevant of post and grade, subject to the Employment Protection (Consolidation) Act 1978.

EQUALITY AND DIVERSITY STATEMENT

In the development of housing, the provision of housing services, general management of its stock and the employment of staff and contractors, the Association will seek to ensure equality and fair treatment for all persons.

Any person or group of persons applying for employment with the Association will be treated equally and fairly.

All persons, tenants, contractors or groups of persons shall be treated neither less nor more favourably than other persons or groups of persons by reason of: - their age, race, ethnic or national origins, religion or religious beliefs, sex, disability, appearance, marital status, sexual orientation or gender re-assignment, responsibility for dependents, being HIV positive or with AIDS, any unrelated criminal activities, or any matter which causes in unjust treatment.

The Association's operational policies and procedures aim to reflect this Equality and Diversity Statement and to promote understanding between people who have different backgrounds, respect differences and provide services that meet the differing needs. 

Any degree of discrimination by whosoever will not be tolerated and will be dealt with by the Association appropriately.

CONFIDENTIALITY & DATA PROTECTION  POLICY

AIMS OF THE ASSOCIATION

Eldon Housing Association aims to maintain high standards of confidentiality in all areas of its work.

In the course of its work the Association has access to a wide variety of information regarding individuals, companies and agencies and holds personal and confidential information about its employees, Board Members, employment applicants, tenants and housing applicants.  This information is required to enable the Association to carry out its role as employer and social landlord.

All individuals have a right to privacy and the Association is bound by The Data Protection Act 1998 and this Policy aims to protect and promote the rights of individuals and the Association.  

In order to achieve the Association’s aims its objectives with regard to confidentiality are:-


1.
To give clarity about why personal information is required.


2.
To ensure that the information is relevant.


3.
To ensure that the information is accurate.


4.
To ensure the information is kept securely.

5.
To ensure that the information is only used for the purpose it is collected and not used for any other purpose or passed to other organisations.

6.
To ensure the information is accessible to the individual to which it relates as specified under the Data Protection Act 1998.

SOURCE OF INFORMATION

The Association holds information from the following sources:-


1.
from the individual about themselves


2.
from other organisations with the individual’s consent


3.
from companies about their status and business


4.
unsolicited information


5.
from factual reports on events


6.
from risk assessments and care plan assessments


7
from references

This information will be collected, stored, handled and disclosed in accordance with the Association’s Confidentiality Procedure.

The Association stresses its need for adherence to confidential issues by publishing its Policy in the Board Handbook, Employees Handbook, Tenants Handbook and General Procedures guides.

Confidentiality is paramount within the Association’s business and any breach of its procedures will result in disciplinary action.
DISCLOSURE AND BARRING SERVICE 

STATEMENT ON THE SECURE STORAGE, HANDLING, USE, RETENTION AND DISPOSAL OF DISCLOSURES AND

DISCLOSURE INFORMATION

As an organisation using the Disclosure and Barring Service and/or Scottish Criminal Records Office (SCRO) Disclosure Services to help assess the suitability of applicants for positions of trust, the company complies fully with the DBS/SCRO Code of Practice regarding the correct handling, use, storage, retention and disposal of disclosures and disclosure information.  The company also complies fully with its obligations under the Data Protection Act.

Disclosure information is never kept on an applicant’s personnel file.  It is always kept separately and securely in lockable, non-portable storage containers with access strictly controlled and limited to those who are authorised to see it as part of their duties in accordance with Section 124 of the Police Act 1997.  We maintain a record of all those to whom disclosures and disclosure information has been revealed and we recognise that it is a criminal offence to pass the information to anyone who is not entitled to receive it.

Disclosure information is only used for the specific purpose for which it was requested and for which the applicant’s full consent has been given.

Once a recruitment (or other relevant) decision has been made, the company does not keep disclosure information for any longer than is absolutely necessary.  This is generally for a period of up to six months, to allow for the consideration and resolution of any disputes or complaints.  If, in very exceptional circumstances, the company considers it necessary to keep disclosure information for longer than six months, the DBS/SCRO will be consulted and full consideration will be given to the data protection and human rights of the individual.

Once the retention period has elapsed, the company will ensure that any disclosure information is immediately destroyed by secure means, i.e. by shredding, pulping or burning.  While awaiting destruction, disclosure information will not be kept in any insecure receptacle (e.g. a waste bin or confidential waste sack).  The company will not keep any photocopy or other image of the disclosure or any copy or representation of the contents of the disclosure.  However, the company may keep a record of the date of issue of the disclosure, the name of the subject, the type of disclosure requested, the post for which the disclosure was requested, the unique reference number of the disclosure and the details of the recruitment (or other relevant) decision taken.

